|  |  |
| --- | --- |
|  | **УТВЕРЖДАЮ****Директор** **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_****\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_****\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_****\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_** *(ФИО)*«\_\_\_\_»\_\_\_\_\_\_\_\_\_\_ 2012 г. |

**ЗАКЛЮЧЕНИЕ**

**о возможности ввода в эксплуатацию средств защиты информации в информационной системе персональных данных**

В соответствии с Приказом №\_\_\_\_\_\_\_\_\_\_\_\_ от «\_\_\_\_»\_\_\_\_\_\_\_\_\_\_2012 г. комиссией в составе:

Председатель комиссии: *\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_(ФИО, должность)\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*

Члены комиссии: *\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_(ФИО, должность)\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*

*\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*

*\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*

проведена проверка готовности и возможности ввода в эксплуатацию средств защиты информации:

* межсетевой экран WatchGuard XTM 2 series;
* межсетевой экран и VPN шлюз «ЗАСТАВА-Офис»;
* средство антивирусной защиты Kaspersky 6.0;
* встроенные механизмы защиты сертифицированной ОС Windows 7.

на автоматизированных рабочих местах *\_\_\_\_\_\_\_\_\_(Название организации)\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,* (далее - Организации) сертифицированных ФСТЭК России.

В ходе проверки установлено:

1. На автоматизированных рабочих местах организации установлено следующее системное и прикладное программное обеспечение:

|  |  |
| --- | --- |
| **Производитель** | **Используемое ПО** |
| ЗАО **«Лаборатория Касперского»** | Kaspersky 6.0 |
| Microsoft Corporation | Windows 7 |
|  |  |
|  |  |

1. Настройка средств защиты информации, обрабатываемой в организации соответствует требованиям эксплуатационной документации на указанные средства.
2. Средства защиты информации, используемые в СЗИ ИСПДн сертифицированы по требованиям ФСТЭК России и могут использоваться для защиты информации в информационной системе персональных данных 3 класса.
3. Средства защиты информации:
* межсетевой экран WatchGuard XTM 2 series;
* межсетевой экран и VPN шлюз «ЗАСТАВА-Офис»;
* средство антивирусной защиты Kaspersky 6.0;
* встроенные механизмы защиты сертифицированной ОС Windows 7.

готовы к эксплуатации в СЗИ ИСПДн организации

|  |  |  |
| --- | --- | --- |
| Председатель комиссии: | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ *(подпись)*  | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*(ФИО)* |
| Члены комиссии: | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*(подпись)* | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*(ФИО)* |
|  | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*(подпись)* | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*(ФИО)* |